
 

 

Benefits tips brought to you by  

AxisPointe 

DID YOU KNOW? 

The Tax Cuts and Jobs Act, signed 
into effect late December, creates a 
new tax credit for wages paid by 
employers in 2018 and 2019 to 
employees while on family and 
medical leave, as defined by the 
Family and Medical Leave Act 
(FMLA).  

The tax credit will range from 12.5 
percent to 25 percent of the cost of 
each hour of paid leave, depending 
on how much of a worker’s regular 
earnings the benefit replaces. Any 
leave besides FMLA leave or leave 
paid for or mandated by a state or 
local government may not be taken 
into account for purposes of the 
credit. 

Two Major Employee 
Benefits Changes 

On Dec. 22, 2017, the IRS issued a 

notice that delays the furnishing 

deadline for 2017 Affordable Care Act 

(ACA) reporting and President Donald 

Trump signed the tax reform bill, called 

the Tax Cuts and Jobs Act, into law, 

eliminating the individual mandate 

penalty beginning in 2019. This article 

briefly summarizes the implications of 

both of these actions. 

IRS Delays Furnishing Deadline 

The IRS’ Notice 2018-06 extends the 

following: 

 The due date for furnishing forms 
under Sections 6055 and 6056 for 
2017 for 30 days, from Jan. 31, 
2018, to March 2, 2018 

 The good-faith transition relief  

from penalties related to 2017 
information reporting under 
Sections 6055 and 6056 

However, Notice 2018-06 does not 
extend the due date for filing forms with 
the IRS for 2017. The due date for filing 
with the IRS under Sections 6055 and 
6056 remains Feb. 28, 2018 (April 2, 
2018, if filing electronically). 

Repeal of the Individual Mandate 
Penalty 
The Tax Cuts and Jobs Act makes 
significant changes to the federal tax 
code. The bill does not impact the 
majority of the ACA tax provisions. 
However, it does reduce the ACA’s 
individual shared responsibility (or 
individual mandate) penalty to zero, 
effective beginning in 2019. 

Individuals continue to be required to 
comply with the mandate (or pay a 
penalty) for 2017 and 2018. A failure to 
obtain acceptable health insurance 
coverage for these years may still result 
in a penalty for the individual. 

For More Information 
For additional information regarding 
Notice 2018-06 or the Tax Cuts and 
Jobs Act, please contact AxisPointe. 

DOL Civil Penalties 
Increase for 2018 

On Jan. 2, 2018, the Department of 
Labor (DOL) published a final rule 
that sets forth its annual inflation 
adjustments to civil monetary 
penalties. The DOL is required to 
adjust these penalties for inflation 
no later than Jan. 15 each year. 

In order to compute the 2018 
annual adjustment, the DOL 
multiplied the most recent penalty 
amount for each applicable penalty 
by the multiplier, 1.02041, and 
rounded to the nearest dollar.  

The increased penalty levels apply 
to any penalties assessed after the 
effective date of this rule. 
Accordingly, for penalties assessed 
after Jan. 2, 2018, whose 
associated violations occurred after 
Nov. 2, 2015, the higher penalty 
amounts outlined in this rule will 
apply. 

Calculated penalty amounts for 
specific violations can be viewed 
here. For more information, contact 
AxisPointe. 
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https://www.congress.gov/bill/115th-congress/house-bill/1
https://www.irs.gov/pub/irs-drop/n-18-06.pdf
https://www.federalregister.gov/documents/2018/01/02/2017-28224/department-of-labor-federal-civil-penalties-inflation-adjustment-act-annual-adjustments-for-2018


 

 

Human Resources tips brought to you by  

AxisPointe 

DID YOU KNOW? 

Eight out of 10 Americans encounter 
frequent or daily stress, according to 
a recent Gallup poll. Among top 
stressors plaguing Americans is 
work-related stress. Many times an 
increase in work-related stress can 
cause negative emotional, physical 
and financial effects on otherwise 
happy employees.  

Contact AxisPointe today to learn 
about how you can help reduce your 
employees’ stress. 

The Technology with 
Limitless HR 
Possibilities 

Blockchain technology is an encrypted 
digital ledger of public records organized 
into groups of data (blocks) and 
distributed over networks. This type of 
technology is best known for being the 
backbone technology for the digital 
currency bitcoin and is a way to store 
personal information in a secure manner 
and make it available to anyone with 
permission from those individuals. 

According to experts at the Human 
Resource Executive's 20th Annual HR 
Technology Conference & Exposition, 
blockchain technology will come to the 
HR industry within the next 18-24 
months, with companies like Microsoft 
and IBM already making huge 
investments in the technology. The 
potential HR uses of blockchain 
technology could be limitless.  

Industry experts believe that blockchain 
technology could be particularly useful 
in recruiting and payroll. 

Blockchain and Recruiting 
Blockchain technology could make it 
possible for employees to fully control 
data about themselves, a concept 
referred to as “self-sovereign identity.” 
For example, a recruiter could use 
blockchain to verify a candidate's claim 
of achieving a certification, but the 
candidate would first have to release 
access to a blockchain entry cross-
signed by the certifying body, which 
gives the candidate greater control over 
such data and also reduces the amount 
of time recruiters spend verifying 
information. 

Blockchain and Payroll 
Payroll can be costly and a time-
consuming process for managers 
because of the various banks and third 
parties involved in the process. 
Blockchain technology simplifies and 
standardizes payroll by eliminating the 
middleman, which can be incredibly 
useful for employees and payroll 
managers alike.  

Summary 
Blockchain technology is in its infancy, 
but with its versatility and potential, it 
may become a large component of the 
HR industry in the near future. 

4 Things Your 
Employees Can Do 
to Improve Cyber 
Security 

According to the 2017-18 EY Global 
Information Security Survey, 60 
percent of surveyed organizations 
believe that careless or unaware 
employees are their top cyber attack 
risk exposure. Listed below are four 
cyber security basics you can 
implement at your organization to 
improve its cyber security. 

1. Require employees to create 
strong passwords, insist that 
they change them every 45-90 
days and prohibit them from 
using the same password twice. 

2. Implement specific protocol to 
protect sensitive data. 

3. Remind your employees to 
never connect to the company 
network over an unsecure, 
public Wi-Fi network.  

4. Train employees to recognize 
suspicious activity and 
encourage them to report such 
activities immediately.  
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